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Abstract
The application of blockchain technology in e-certificates in the open journal system is needed to validate and distribute managed e-certificates in each journal issue. With tools in the form of conceptualized and managed blockcerts allows users to use and verify the authenticity of e-certificates that are closely linked to the blockchain. Observation on the open journal system and applied blockchain tools in the form of blockcerts as a place to issue e-certificates with guaranteed security so that e-certificates are verified as well as managed data. Issuance of e-certificates is still considered unsafe because it can be easily forged. Specifically, this study produced two benefits, namely: (1) Issuance of e-certificates in an open journal system is more verified, data is managed and there will not be duplications or even falsification of e-certificates. (2) The reputation of the open journal system is better with a sense of trust. This research uses library study method by implementing e-certificate in an open journal system with blockchain technology tools such as blockcerts. In order that the results of the e-certificate issuance go well and to avoid any crime that threatens the authenticity of the e-certificate, this blockchain is used to guarantee that the e-certificate is safe and not easily falsified, duplicated or even easily replaced by those not granted access rights. By using blockchain technology, the data collected will be well managed and not easily falsified.
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1. Introduction

When first introduced by Satoshi Nakamoto, blockchain was known as the basic technology of the digital currency Bitcoin [1]. Blockchain is becoming increasingly popular and is applied in various fields besides monetary fields, such as online banks, e-commerce, smart city
technology, health technology, and making digital certificates [2] [3] [4] [5] [6]. Activities with this technology are carried out every day and require security. In order to run smoothly and maintain privacy, messages sent when using various technologies can be encrypted with the private key of the sender [7]. So that users do not need to worry about the privacy of the data provided when using the application [8].

Social media provides space for individuals to share ideas and interests [9]. The number of sites or systems that are centralized also makes it easy for hackers to break into data because it only paralyzes one data center. Various problems regarding data can be overcome by using the latest blockchain technology on data distribution, network-shaped systems and having their own transcripts is very difficult to be disabled [10][11]. Also with a different transcript each block, it will not be possible for server users to duplicate and falsify data. By using blockchain technology, the data collected will be well managed and not easily falsified.

2. Research Method

The method is generally defined as the process, method, or procedure used to solve a problem. The method used to collect data in this study is as follows:

2.1 Waterfall method

The research method applied in this study is to use the development of the waterfall method. The waterfall method is a systematic and sequential information system development model [12]. The Waterfall method has the following stages [13]:

1) Requirements analysis and definition
The system services, constraints, and objectives of this study are determined by the results of consultations with users of the Open Journal System which are then defined in detail and serve as system specifications for the use of the blockchain [14].

2) System and software design
The stages of designing a blockchain system allocate OJS needs in the form of softcopy to form a blockchain system as a whole. Software design involves identifying and describing the abstraction of the basic blockchain system software and its relationship [15].

3) Implementation and unit testing
At this stage, software design is realized as a series of programs or program units. The test involves verifying the e-certificate that each page meets its specifications [16].

4) Integration and system testing
The e-certificate units are combined and tested as a complete system to ensure whether the e-certificate is suitable for the needs of OJS users. After testing, software can be sent to the author [17].

5) Operation and maintenance
This stage is the longest stage in the blockchain. The system is installed and used significantly. Maintenance in the form of rectification of errors that were not found in the previous stages, increasing the implementation of the system unit blockcerts, and improving system services as new requirements [18].
3. Results and Analysis

3.1 Problem Analysis
Changes that occur in the world of education today are so significant with the commencement of the abandonment of teaching methods that still use conventional methods [20]. Based on the current problems, the issuance and storage of e-certificates in the open journal system do not have high security, so it is not efficient in utilizing technological advancements and still has not received full trust from its users [21]. To improve the performance of the open journal system in disseminating information, we need a system to overcome this [22].

3.2. Utilization of Blockchain Technology for Issuance of E-certificates
The application of blockchain technology in e-certificates in the open journal system is needed to validate and distribute managed e-certificates in each journal issue. Blockchain technology will continue to evolve, so to face the development and efficiency of existing technology use blockchain tools in the form of blockcerts containing transcripts for e-certificate issuance. Like when making a transaction, an error can occur that if not resolved immediately will cause problems [23].

3.3 Problem Resolution
One technique to overcome the problem of user trust related to e-certificates and overcome data falsification is to provide a distinction between documents, in the form of transcripts on blockchain technology [24]. By utilizing blockcerts, certificates issued will be verified. The e-certificate in http://att.aptisi.or.id/ aims to give appreciation to the author so that the writer feels his work has been appreciated. E-certificates that have been issued will contain a very unique transcript that functions as the owner’s e-certificate key and contains a signature. That way, owners who want to determine their decision to use e-certificate services in the future can be identified through the values perceived by the owner at the time of publication [25].

3.4 Implementation
To realize this system, an open public sub-menu was created in the APTISI Transactions on Technopreneurship (ATT Journal) system in the form of e-certificates.
1. Display Home on APTISI Transactions on Technopreneurship (ATT Journal)
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The picture above is the home display on the ATT Journal, the first appearance that appears when accessing the website: att.aptisi.or.id/. A dynamic home display with banners showing projects developed by Raharja personally.

2. Display of E-Certificate in APTISI Transactions on Technopreneurship (ATT Journal)

The picture above is an e-certificate display on the ATT Journal accompanied by an encryption code that was used at the time of publication.

3. Display of blockcerts script on e-certificate open journal system
4. Conclusion

With the implementation of the e-certificate feature in the APTISI Transactions on Technopreneurship (ATT Journal) system, 2 (two) conclusions can be drawn as follows:
1. The e-certificate feature enhances the author’s enthusiasm to publish a journal in APTISI Transactions on Technopreneurship (ATT Journal)
2. The application of the blockcerts to the e-certificate feature makes certificates issued authenticated and cannot be duplicated.
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